
 View in browser

October 2022

inCyber Newsletter

By Valentin Przyluski
Valentin Przyluski is founder of Netframe.co, a French collaborative platform. He has been
working with public and private decision makers for a decade on issues of economic
independence and climate change.

           

           

           

Trustworthy AI: from
certification to
standardization

In anticipation of the future European
regulatory framework, the AI Act, there has
been a proliferation of initiatives and labels
promoting ethical and responsible arti�cial
intelligence. A standardization process has
also been launched to produce harmonized
standards at a European level within the
next two years.

Read the article

The CISO as a catalyst for
cyber awareness among
boards of directors

The attacks that have hit many companies
in recent years have made executives and
their comex aware of the risks involved and
the need to take action. The CISO has played
a central role in raising awareness.

Read the article

The cybersecurity ecosystem
fights for European digital
sovereignty

Is sovereignty a mission impossible or the
Holy Grail of digital technology? Not so
much, says Hexatrust, a group of innovative
cloud and cybersecurity companies, who
presented its “manifesto for new digital
ambitions” to the Minister of Digital
Transition and Telecommunications on
September 6, during the summer
universities on cybersecurity.

Read the article

The real threat of
unconventional cyberattacks

Hackers and other cybercriminals are
constantly looking for new ways to breach
the security infrastructure of corporations
and organizations and attack their
networks, especially power and utility
companies and other critical networks. In
order to do so, new approaches rely on
electromagnetic waves or scout targets by
measuring energy consumption. However, a
number of other ways to hack networks also
pose a great threat, including to civilians.
Overview of these unconventional
cyberattacks.

Read the article
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What is the Health Data Hub all about?

The Health Data Hub is a public entity responsible for simplifying and standardizing access to
health data, while ensuring its control and security. It was created on the recommendation of the
renowned Villani mission on Arti�cial Intelligence in a 2019 Health law.

Read the edito

FIC Startup Award: registration is open!
Until November, 21st 2022

Registration for the FIC 2023 Startup Award is now open. This award, which aims to encourage
innovation and entrepreneurship in the security, digital trust and industrial cybersecurity
sectors, rewards several innovative start-ups each year.

More information
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